
Deep Learning in the context of IT security  
 
Research on deep Learning has reached quite astonishing results in the last few years. The topic in 
this thesis is to analyse whether Deep Learning can be used to break cryptographic functions. We 
start by creating a huge training dataset and evaluate the predictive performance on unseen test 
data. In addition we will create several loss functions to weaken the problem's difficulty. 
 


